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1. Introduction

The fast-paced development of Information and communications technology (ICT) has been revolutionizing the ways financial and non-financial transactions are conducted (Cordova-Buiza et al., 2022; Nofer et al., 2017). With each milestone achieved in ICT development, there are associated innovations in the ways how society trades and interacts (Büchi et al., 2019; Muna et al., 2022). With the emergence of Blockchain technology, a wider range of ICT tools has become available to empower stakeholders to innovate in response to pressure where other ICT tools might fall short in handling critical transaction-related issues, security, and privacy as examples (Al-Gasawneh et al., 2022; Axon et al., 2018; Wüst & Gervais, 2018).
Blockchain is a "decentralized data structure with internal consistency maintained through consensus reached by all the users on the current state of the network" (Dhillon et al., 2017, p. 15). It encompasses a range of ICT tools that enable information and digital assets exchange in distributed networks (Zahed Benisi et al., 2020). Blockchain technology gained its popularity when the Bitcoin cryptocurrency was introduced as the former was adopted as the technological framework for the latter (Monrat et al., 2019). Distinguishably, Blockchain allows encrypted peer-to-peer digital transactions without any need for a central authority. This resulted in an increased interest in Blockchain technology as it supports the decentralization of transactions, security, privacy, anonymity, public verifiability, and data integrity (Hamadneh et al., 2021; Wüst & Gervais, 2018).

Blockchain is considered a breakthrough technology (Alsmadi et al., 2022; Y. Chen, 2018). Blockchain technology has been used in a wide range of domains including financial and non-financial (Fahlevi et al., 2022; Nofer et al., 2017). In the financial industry, it's used in cryptocurrency applications, smart bonds or contracts, point of sales systems, lending and borrowing, stock markets, clearing and settlements, bookkeeping and auditing, hedge funds, credit score reports, etc. (Al-Zaqeba et al., 2022; Kurniasari et al., 2021; Laroiya et al., 2020). Also, Blockchain has been used in the Internet of Things (IoT), e-government, healthcare systems, education, agriculture, food industries, supply chain management, etc (Jaoude & Saade, 2022; Kurniasari et al., 2021; Laroiya et al., 2020). Also, Blockchain has been used in the Internet of Things (IoT), e-government, healthcare systems, education, agriculture, food industries, supply chain management, etc. (J Build 2022).

Blockchain technology applications have been realized in healthcare as they have the potential to revolutionize healthcare systems (Alzate et al., 2022; McGhin et al., 2019). Decentralizing healthcare information systems architecture eliminates the need for a third party for healthcare management. This enables the sharing of medical and patient-related information between health organizations in a way that protects the security and privacy of people (Hasselgren et al., 2020). Moreover, smart contracts can be integrated into Blockchain healthcare-based systems to allow for the verification and validation of medical and insurance records. As a result, any fraud, and counterfeiting transactions should be practically detected and prevented (Nguyen et al., 2020).

The supply chain is usually designed in a centralized fashion where all data and transactions are processed and managed at a single point (Awawdeh et al., 2022; Koilo, 2022; Zhu et al., 2020). This would make the supply chain subject to various fraud and counterfeiting threats. Such that unauthorized modifications to data records or various malicious attacks might take place within the supply chain management system (Ahmad, 2022; Yiu, 2021). Therefore, integrating Blockchain into the design of supply chain design leads to decentralizing the management of the supply chain, and, in turn, improves workflow efficiency and reduces the various security threats (ElRefae & Nuseir, 2021; Queiroz et al., 2020).

Owing to the importance of blockchain technology and its vital role in financial and non-financial sectors, a plethora of research has been done to explore blockchain technology applications in various fields (Guo et al., 2021). However, the applications of blockchain technology in the supply chain are relatively new (Djak & Sajter, 2019). Therefore, there is a dearth of studies that examine the interplay between blockchain technology and supply chain applications and properties (Dutta et al., 2020). Thus, this study aims to examine the impact of integrating blockchain technology, into supply chain practices, on supply chain transparency and resilience.

2. Literature review

2.1. Theoretical framework

This study grounds itself in the Organizational Information Processing Theory (OIPT) (Galbraith, 1973). Blockchain technology is an ICT tool. Therefore, OIPT can provide a thorough understanding of the interplay between blockchain technology and the supply chain. According to OIPT, organizations should get the best of their information when accomplishing their various tasks, especially those that incur a high level of uncertainty. This requires that organizations should process and handle their information effectively and efficiently (Galbraith, 1974).

OIPT posits that organizations have two approaches to cope with their information needs, either they reduce their reliance on information by adopting mechanistic organizational approaches or maximize their information processing capabilities (Hauflmann et al., 2012). Both approaches require that information should be shared within and between organizations. Therefore, it's argued that real-time, secure, and efficient information sharing and processing is vital in supporting various supply chain activities and practices (Zhaojing Wang et al., 2020).

Blockchain technology is considered a vital enabler in facilitating vertical and horizontal information sharing within and among organizations (Dutta et al., 2020). Therefore, integrating blockchain technology into the supply chain is expected to facilitate information sharing amongst supply chain partners. Consequently, proper alignment, through blockchain technology implementation, of the information processing needs and capabilities can enhance supply chain properties, transparency, and resilience. Furthermore, drawing on OIPT, supply chain transparency supports organizations' information processing capabilities, and, in turn, supply chain resilience (Dubey et al., 2020; Wong et al., 2020).
2.2. Data quality

Data quality, in Blockchain technology, encompasses multiple dimensions including distributed ledger (decentralization), immutability, and consensus mechanism (Elrefae & Nuseir, 2022). Distributed ledger technology is the main driver of Blockchain innovation (Benčić & Žarko, 2018). A distributed ledger is different from a centralized one in the way it stores and authenticates information. Whereas a central ledger stores information centrally, a distributed ledger stores them on a network of computers. To maintain the current status of the distributed ledger, all updates to data on computer nodes occur simultaneously. Meanwhile, before any update is reflected on the distributed ledger, the data or information is authenticated via a cryptographic protocol implemented between the network nodes, without a need for a third-party (Lashkari & Musilek, 2021). Immutability is inherited from the decentralized nature of Blockchain (Dwivedi et al., 2020). The immutability feature has the potential to protect blockchain users from various illegal threats and activities (Gonzol et al., 2020). The consensus mechanism enables the verification of transactions by obtaining an agreement from all nodes in the Blockchain network (Lashkari & Musilek, 2021).

Previous research found that data quality is one of the main drivers of blockchain technology adoption (Dehghani et al., 2022). Also, previous studies found that while data immutability, as one of the main characteristics of blockchain technology, positively relates to supply chain partnership growth, it does not affect supply chain partnership efficiency (Kim & Shin, 2019). Thus, the following two hypotheses are made:

**Hypothesis 1 (H1): Data quality positively relates to supply chain transparency.**

**Hypothesis 2 (H2): Data quality positively relates to supply chain resilience.**

2.3. Smart contracts

Smart contracts are considered a major application provided by Blockchain technology (Liu et al., 2022). Smart contracts are defined as "computer protocols that digitally facilitate, verify, and enforce the contracts made between two or more parties on Blockchain" (Wang et al., 2019, p. 2266). They enable a decentralized automated execution and enforcement of the contractual terms between the involved parties (Lin et al., 2022). Ethereum and Hyperledger Fabric Blockchain-based smart contracts are the most popular forms of smart contracts (Androulaki et al., 2018; Zeli Wang et al., 2020). The combination of Blockchain and smart contracts expanded the spectrum of Blockchain applications into many fields including healthcare, IoT, financial services, supply chain management, etc. (Christidis & Devetsikiotis, 2016; Lutfi et al., 2020).

Previous studies found that smart contracts have a positive effect on partners’ trust in the supply chain and on the visibility of the supply chain (P.-K. Chen et al., 2022). Moreover, previous research indicated that while smart contracts positively relate to supply chain partnership efficiency they do not affect supply chain partnership growth (Kim & Shin, 2019). Thus, the following two hypotheses are made:

**Hypothesis 3 (H3): Smart contracts positively relate to supply chain transparency.**

**Hypothesis 4 (H4): Smart contracts positively relate to supply chain resilience.**

2.4. Traceability

Data provenance is essential for business practices including ethical issues as far as tracking the origin of supplies and goods, the calculation of environmental footprints of products and their components throughout their life cycle, and providing ongoing support and monitoring for business processes and workflow (Ametepe et al., 2021). Therefore, for a supply chain management system to achieve traceability and transparency, there is a need to integrate it with a technology that enables such functionalities. Blockchain technology is well known for providing traceability and transparency for various types of transactions due to its distinguishing characteristic of relying on an immutable ledger (Raja Santhi & Muthuswamy, 2022). So, a Blockchain-based supply chain management system should provide organizations and individuals the ability to authenticate and trace provenance records transparently (Mann et al., 2018; Perkumiene et al., 2021). Moreover, traceability and transparency of provenance records are expected to count to the threat of counterfeiting (Uddin, 2021). This can be achieved by eliminating the need for a centralized authority, and so reducing the likelihood of meddling with stored data records on the distributed network (Musamih et al., 2021).

Supply chain management involves moving products and entities across different locations or points until they reach their destination (Koilo, 2021; Laroiya et al., 2020). This process entails serious problems including susceptibility to security and privacy breaches and improper authentication among the participants in the supply chain (Alarefi, 2023; Chherti et al., 2018; Shamsi et al., 2019). The decentralization, transparency, anonymity, and immutability characteristics of Blockchain make it a potential candidate to achieve a better supply chain management system (Rejeb et al., 2019). Through cryptographic keys, the technical mechanism employed by Blockchain technology, information can be shared securely and privately, among users, in the supply chain system (Arun Kumar, 2022). Cryptographic keys are used to authenticate the exchange of data and other uses of information with smart contracts and a consensus mechanism, while the senders and receivers remain
anonymous (De Giovanni, 2020). Traceability is a critical factor for supply chain management systems (Alhalalmeh, 2022; Centobelli et al., 2021). Users of a supply chain need to store traceable records of data to maintain robustness in handling critical information (Fan et al., 2022). Blockchain technology is characterized by its ability to support the traceability of information. Therefore, research began to examine the feasibility and requirements of designing Blockchain-based supply chain management systems in various industries (Dasaklis et al., 2022; Song et al., 2019). Traceability in supply chain management systems helps prevent fraudulent and counterfeit activities (Collart & Canales, 2022; Cousins et al., 2019; Salah et al., 2019). Moreover, traceability can support supply chain transparency (Sunny et al., 2020).

Previous studies demonstrated that traceability positively relates to trust in Blockchain technology (Wallbach et al., 2020). Also, research revealed that traceability is a major predictor of adopting Blockchain technology in the supply chain (Anastasiadis et al., 2022). Moreover, a previous study conducted by Montecchi et al. (2021) revealed that traceability is a key driver of supply chain transparency. Therefore, this study proposes the following two hypotheses:

**Hypothesis 5 (H5):** Traceability positively relates to supply chain transparency.

**Hypothesis 6 (H6):** Traceability positively relates to supply chain resilience.

### 2.5. Supply chain resilience

Supply chain resilience is defined as “the adaptive capability of a supply chain to prepare for and/or respond to disruptions, to make a timely and cost-effective recovery, and therefore progress to a post-disruption state of operations ideally, a better state than before the disruption” (Tukamuhabwa et al., 2015, p. 5599). Supply chain resilience is a necessity to react to outbreaks and disruptions (Ivanov & Dolgui, 2020). Supply chain resilience helps improve risk and crisis management performance for firms (Belhadi et al., 2022; Wong et al., 2020). Moreover, supply chain resilience can enhance organizational resilience (Parast, 2022) and supply chain sustainability (Khot & Thiagarajan, 2019). Research demonstrated that knowledge management (Jüttner & Maklan, 2011) and the intellectual capital of a firm (Mubarik et al., 2022) positively relate to supply chain resilience. In general, technological innovation can indeed enhance the resilience of the supply chain (Ozdemir et al., 2022). Industry 4.0 ICT tools have the potential to improve supply chain resilience (Saha et al., 2022; Spieske & Birkel, 2021). For example, big data analytics can improve supply chain resilience (Gupta et al., 2022). Also, blockchain can enhance supply chain resilience by improving security and visibility (Pettit et al., 2019).

### 2.6. Supply chain transparency

Supply chain transparency is “the extent to which information is readily available to end-users and other firms in the supply chain” (Awaysheh & Klassen, 2010, p. 1249). Supply chain transparency offers several benefits to companies including managing supply chain risks, reducing reputational damages, improving supply chain efficiency, gaining consumers’ and investors’ trust, meeting regulatory compliance or preventing bad publicity, and monitoring suppliers through crowdsourcing (Sodhi & Tang, 2019). The research found that blockchain, through wider information sharing, can enhance the transparency of the supply chain (Bai & Sarkis, 2020). Also, previous studies found that supply chain adaptability and flexibility can improve supply chain resilience (Hobbs, 2021). Moreover, previous research found that supply chain transparency increases supply chain sustainability and resilience (Gardner et al., 2019; Montecchi et al., 2021). Therefore, this study proposes the following hypothesis:

**Hypothesis 7 (H7):** Blockchain-driven supply chain transparency positively impacts blockchain-driven supply chain resilience.

Fig. 1, below, captures the research model that was developed based on the literature review.
3. Methodology

3.1. Data collection

The data for this research study was collected through a web-based survey. The survey included two sections. The first part of the survey sought demographic data about participants, and the second part sought an assessment of the items comprising the research model's constructs. In the beginning, potential participants, who work in the healthcare industry in Jordan, were approached by email, and they were asked to forward the invitation to fill out the survey to people who fit the target description of participants for this study. That is, in the invitation email, it was explained that the survey targets participants who work in the pharmaceutical and medical supplies manufacturing sector, and in companies that implement blockchain technology in their supply chain operations. The first page of the questionnaire explained the aim of the study and indicated that participation is voluntary. An invitee was asked to only complete the survey if he/she fits the description of a participant. All participants consented before completing the survey. Two hundred and fifteen people participated in the survey.

3.2. Measuring instrument

All constructs in this research study were operationalized using previously validated measurement items, in the literature. Traceability was measured by three items adapted from (Esfahbodi et al., 2022; Saurabh & Dey, 2021). The three items measuring the smart contracts construct were obtained from (Badi et al., 2021). Data quality was operationalized using four items adopted from (Dehghani et al., 2022). Supply chain resilience was assessed by four items based on (El-Baz & Ruel, 2021). Supply chain transparency was evaluated by four items based on (Kashmanian, 2017; Zelbst et al., 2020).

4. Results

4.1. Demographic characteristics of the study's sample

Two hundred and fifteen participants responded to the online survey. Table 1 captures the study's sample characteristics.

<table>
<thead>
<tr>
<th>Respondents Profile</th>
<th>Classification</th>
<th>Frequency</th>
<th>(%)</th>
<th>Classification</th>
<th>Frequency</th>
<th>(%)</th>
</tr>
</thead>
<tbody>
<tr>
<td>Gender</td>
<td>Male</td>
<td>122</td>
<td>57%</td>
<td>Industry classification</td>
<td>Pharmaceutical factories</td>
<td>127</td>
</tr>
<tr>
<td></td>
<td>Female</td>
<td>93</td>
<td>43%</td>
<td>Medical supplies</td>
<td>88</td>
<td>41%</td>
</tr>
<tr>
<td>Total</td>
<td></td>
<td>215</td>
<td>100%</td>
<td>Total</td>
<td>215</td>
<td>100%</td>
</tr>
<tr>
<td>Age</td>
<td>20–24 years</td>
<td>66</td>
<td>30.7%</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>25–29 years</td>
<td>68</td>
<td>31.6%</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>30–34 years</td>
<td>30</td>
<td>14%</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>35–40 years</td>
<td>33</td>
<td>15.3%</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>Above 40 years</td>
<td>18</td>
<td>8.4%</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Total</td>
<td></td>
<td>215</td>
<td>100%</td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

4.2. Convergent validity

As recommended by Hair (2009), to assess the convergent validity, of the model, four criteria were examined including (1) the standardized Factor Loading (FL), which must be above 0.5, for each survey item measuring a variable, (2) Cronbach’s alpha (α), which must be above 0.8, for all variables, (3) Composite Reliability (CR), which must be above 0.8, for all variables, and (4) the Average Variance Extracted (AVE), which must be above 0.5, for all variables. Table 2 captures the assessment results of the convergent validity. Based on that, it can be inferred that the convergent validity of the model is met.

<table>
<thead>
<tr>
<th>Variable</th>
<th>FL</th>
<th>α</th>
<th>CR</th>
<th>AVE</th>
</tr>
</thead>
<tbody>
<tr>
<td>Traceability</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>1. Blockchain technology enables our organization to track the logistics accurately</td>
<td>0.69</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>2. Blockchain technology enables our organization to track the logistics reliably</td>
<td>0.89</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>3. Blockchain technology enables real-time tracking and tracing of product/service movement</td>
<td>0.86</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Smart contract</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>1. A smart contract provides secured and fast payments</td>
<td>0.82</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>2. A smart contract reduces the occurrence of disputes between our organization and our contracting parties</td>
<td>0.83</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>3. A smart contract increases trust between our organization and our contracting parties</td>
<td>0.80</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Data quality</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>1. Blockchain technology reduces the risk of a single point of failure</td>
<td>0.87</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>2. Blockchain technology provides a tamper-evident data structure</td>
<td>0.89</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>3. Blockchain technology increases the efficiency in performing data reconciliation</td>
<td>0.91</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>4. Blockchain technology supports data auditability</td>
<td>0.90</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Supply chain resilience</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>1. Our organization can cope with changes brought by the supply chain disruption</td>
<td>0.81</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>2. Our organization can adapt to supply chain disruption easily</td>
<td>0.79</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>3. Our organization can provide a quick response to the supply chain disruption</td>
<td>0.83</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>4. Our organization can maintain high situational awareness at all times</td>
<td>0.85</td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>
Table 2
Convergent validity evaluation (Continued)

<table>
<thead>
<tr>
<th>Variable</th>
<th>FL</th>
<th>α</th>
<th>CR</th>
<th>AVE</th>
</tr>
</thead>
<tbody>
<tr>
<td>Supply chain transparency</td>
<td></td>
<td>0.95</td>
<td>0.95</td>
<td>0.84</td>
</tr>
<tr>
<td>1. Our organization has mapped its supply chain and provided the mapping</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>information to our supply chain partners and customers</td>
<td></td>
<td>0.92</td>
<td></td>
<td></td>
</tr>
<tr>
<td>2. Material flows from our suppliers have been mapped and related information is available for our supply chain partners and customers to view</td>
<td></td>
<td>0.93</td>
<td></td>
<td></td>
</tr>
<tr>
<td>3. Our organization provides our supply chain partners and customers with information that allows them to easily determine the specific materials used to make our products and where those materials are produced.</td>
<td>0.88</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>4. Our organization provides its supply chain partners and customers with information that proves that the materials used to produce our products are responsibly and sustainably sourced or produced.</td>
<td>0.92</td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

4.3 Discriminant validity

The Heterotrait–Monotrait (HTMT) ratio of correlations criterion was adopted to evaluate the discriminant validity of the model. This criterion postulates that the correlation among constructs composing the model should be less than 0.85 (Franke & Sarstedt, 2019). Table 3 captures the HTMT evaluation. Based on that it can be concluded that the discriminant validity is met.

Table 3
HTMT results

<table>
<thead>
<tr>
<th>Construct</th>
<th>Supply chain resilience</th>
<th>Supply chain transparency</th>
<th>Traceability</th>
<th>Data quality</th>
<th>Smart contract</th>
</tr>
</thead>
<tbody>
<tr>
<td>Supply chain resilience</td>
<td>1.000</td>
<td>1.000</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Supply chain transparency</td>
<td>0.773</td>
<td>0.729</td>
<td>1.000</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Traceability</td>
<td>0.831</td>
<td>0.729</td>
<td>1.000</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Data quality</td>
<td>0.772</td>
<td>0.779</td>
<td>0.649</td>
<td>1.000</td>
<td></td>
</tr>
<tr>
<td>Smart contract</td>
<td>0.667</td>
<td>0.717</td>
<td>0.681</td>
<td>0.724</td>
<td>1.000</td>
</tr>
</tbody>
</table>

4.4. Structural model goodness-of-fit

The goodness of fit was examined against five indices. Table 4 captures the fit indices and their associated values in the tested structural model, cut-off values, and sources. According to these results, the structural model meets the goodness-of-fit criteria.

Table 4
Fit indices for the tested structural model

<table>
<thead>
<tr>
<th>Fit index</th>
<th>Model Value</th>
<th>Cut-off value</th>
<th>Source</th>
</tr>
</thead>
<tbody>
<tr>
<td>Relative Non-Centrality Index</td>
<td>0.962</td>
<td>&gt; 0.9</td>
<td>(Bentler &amp; Bonett, 1980)</td>
</tr>
<tr>
<td>Tucker-Lewis Index</td>
<td>0.954</td>
<td>&gt; 0.95</td>
<td>(Hooper et al., 2008)</td>
</tr>
<tr>
<td>Comparative Fit Index</td>
<td>0.962</td>
<td>&gt; 0.95</td>
<td>(Hooper et al., 2008)</td>
</tr>
<tr>
<td>Root Mean Square Error of Approximation</td>
<td>0.072</td>
<td>&lt; .08</td>
<td>(Browne &amp; Cudeck, 1992)</td>
</tr>
<tr>
<td>Standardized Root Mean Square Residual</td>
<td>0.035</td>
<td>&lt; .08</td>
<td>(Hu &amp; Bentler, 1999)</td>
</tr>
</tbody>
</table>

4.5. Hypothesis testing results

Table 5 captures the hypothesis testing results. Also, a pictorial representation of the hypothesis testing results is captured in Fig. 2.

Table 5
Hypotheses testing results

| Path            | Standardized coefficient | z-value | P(|z|)                         | Decision     |
|-----------------|--------------------------|---------|-------------------------------|--------------|
| H1: DQ → SCT   | 0.506                    | 5.868   | 0.000 ****                    | Supported    |
| H2: DQ → SCR   | 0.306                    | 4.037   | 0.000 ****                    | Supported    |
| H3: SC → SCT   | 0.243                    | 2.497   | 0.013 *                       | Supported    |
| H4: SC → SCR   | -0.021                   | -0.270  | 0.787                         | Not Supported|
| H5: TR → SCT   | 0.401                    | 4.057   | 0.000 ****                    | Supported    |
| H6: TR → SCR   | 0.570                    | 6.066   | 0.000 ****                    | Supported    |
| H7: SCT → SCR  | 0.145                    | 2.161   | 0.031 *                       | Supported    |

Note. Significance codes: 0.000 **** 0.001 *** 0.01** 0.05*. DQ: Data Quality, SCT: Supply Chain Transparency, SCR: Supply Chain Resilience, SC: Smart Contracts, TR: Traceability.

The hypothesis testing results revealed that data quality (z=5.868, p=0.000) is statistically significantly related to supply chain transparency. Also, data quality (z=4.037, p=0.000) is statistically significantly related to supply chain resilience. Besides that, findings showed that while smart contracts (z=2.497, p=0.013) are statistically significantly related to supply
chain transparency, they do not affect supply chain resilience. Moreover, the results of the study found that traceability ($z=4.057, p=0.000$) is statistically significantly related to supply chain transparency. Also, traceability ($z=6.066, p=0.000$) was found to be statistically significantly related to supply chain resilience. Finally, it was found that blockchain-driven supply chain transparency ($z=2.161, p=0.031$) has a statistically significant positive direct effect on blockchain-driven supply chain resilience.

![Fig. 2. Hypothesis testing results](image)

5. Discussion

The purpose of this study was to examine the impact of integrating blockchain technology, into supply chain practices, on supply chain transparency and resilience. Furthermore, this study explored the effects of supply chain transparency on supply chain resilience.

Data quality was found to be positively related to supply chain transparency and resilience. Therefore, H1 and H2 are supported. This finding is in support of a previous study that found that data quality is one of the main drivers of blockchain technology adoption (Dehghani et al., 2022). Also, this outcome is in line with a previous study that found that data immutability positively relates to supply chain partnership growth (Kim & Shin, 2019). Therefore, it might be inferred that data quality is a major enabler of supply chain transparency and resilience as it is one of the main predictors of blockchain technology adoption and supply chain partnership growth.

Also, the results of this study revealed that while smart contracts are positively related to supply chain transparency, they do not affect supply chain resilience. Thus, H3 is supported while H4 is not. The found relationship between smart contracts and supply chain transparency is in support of previous studies which found that smart contracts have a positive effect on partners’ trust in the supply chain and on the visibility of the supply chain (Chen et al., 2022), and on supply chain partnership efficiency (Kim & Shin, 2019). Therefore, it might be inferred that smart contracts are a major enabler of partners’ trust in the supply chain and supply chain visibility and partnership efficiency.

Moreover, the results of the study found that traceability positively impacts supply chain transparency and resilience. Thus, H5 and H6 are supported. This finding corroborates the outcomes of previous studies that found that traceability positively relates to trust in blockchain technology (Wallbach et al., 2020), as it is one of the major predictors of adopting blockchain technology in the supply chain (Anastasiadis et al., 2022). Moreover, this outcome supports the finding of a previous study that found that traceability is a key enabler of supply chain transparency (Montecchi et al., 2021). Therefore, it might be inferred that traceability is one of the major predictors of trust in, and adoption of, blockchain technology as well as a critical enabler of supply chain transparency and resilience.

Finally, it was found that blockchain-driven supply chain transparency positively relates to blockchain-driven supply chain resilience. Thus, H7 is supported. This finding corroborates the outcomes of previous studies that found that supply chain adaptability and flexibility can improve supply chain resilience (Hobbs, 2021). Also, this finding is in line with previous research that found that supply chain transparency increases supply chain sustainability and resilience (Gardner et al., 2019; Montecchi et al., 2021). Therefore, it might be inferred that blockchain-driven supply chain transparency, adaptability, and flexibility can enhance blockchain-driven supply chain resilience.

6. Conclusion

This study aimed at examining the impact of integrating blockchain technology, into supply chain practices, on supply chain transparency and resilience. Therefore, this study explored the impact of blockchain technology features including data quality, smart contracts, and traceability on supply chain resilience and transparency. Furthermore, this study examined the effect of supply chain transparency on supply chain resilience. The findings show that data quality is statistically significantly related to supply chain transparency and resilience. Besides that, findings indicated that while smart contracts are positively
related to supply chain transparency, they do not affect supply chain resilience. Also, traceability was found to be statistically significantly related to supply chain transparency and resilience. Finally, it was found that blockchain-driven supply chain transparency is statistically significantly related to blockchain-driven supply chain resilience.

6.1. Practical implications

Data quality, as a quality feature of blockchain technology, was found to be positively related to supply chain transparency and resilience. This implies that data quality is an important enabler of supply chain transparency and resilience. Thus, organizations should allocate resources for possible blockchain applications. Also, they should realize the importance and advantages of data quality features provided by blockchain technology including distributed ledger (decentralization), immutability, and consensus mechanisms. Smart contracts were found to be positively related to supply chain transparency and resilience. This implies that smart contracts are a vital enabler of supply chain transparency and resilience. Therefore, organizations should rely on smart contracts for automatic verification and execution of agreements by examining the conditions of contracts. Traceability was found to be positively related to supply chain transparency and resilience. This implies that traceability is a critical enabler of supply chain transparency and resilience. Therefore, organizations should endeavor to implement blockchain technology as it enables the process of verifying the origin of products and information about the track that products go through from their place of origin to their destination.

Finally, it was found that blockchain-driven supply chain transparency positively impacts blockchain-driven supply chain resilience. This implies that blockchain-driven supply chain transparency is a vital enabler of blockchain-driven supply chain resilience. Therefore, organizations should endeavor to achieve long-term information exchange with an organization and with other business partners. Moreover, organizations should develop appropriate tactics to increase the visibility of their supply chains.

6.2. Research implications

This research study contributes, significantly, to the literature on the impact of integrating blockchain technology into supply chain practices, on supply chain transparency and resilience, and the relationship between supply chain transparency and resilience. The theoretical implications of this study indicate that data quality positively impacts supply chain transparency and resilience. In addition to that, while smart contracts positively affect supply chain transparency, they do not affect supply chain resilience. Moreover, it was found that traceability positively affects supply chain transparency and resilience. Finally, it was found that blockchain-driven supply chain transparency is positively related to blockchain-driven supply chain resilience.

6.3. Limitations

While a significant contribution has been made by this study to the literature, it only examined two properties of the supply chain, transparency, and resilience. Also, this study was limited to one industrial sector, healthcare. Therefore, it is recommended that future studies should examine the impact of integrating blockchain on other supply chain properties, and in different industrial sectors.
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