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 Can artificial intelligence networks promote extremism awareness through social intelligence and 
emotional intelligence? This research contributes to this question in the context of Saudi Arabia. 
This study defines a model of a cooperative process through an artificial intelligence network, based 
on knowledge exchange, to generate a high level of extremism awareness and social intelligence. 
Four main variables were adopted, developed, defined, and measured: artificial intelligence net-
works, social intelligence, emotional intelligence, and extremism awareness. We fixed attributes for 
contextualized interactions through a network platform, between professionals and non-profession-
als, against extremism. The application of artificial intelligence in such platforms lets members share 
reliable information to combat extremism more effectively. The findings demonstrate that network 
centrality, network scale, relationship strengths, relationship stability, and reciprocity developed 
through artificial intelligence networks stimulate extremism awareness by developing social aware-
ness. Emotional intelligence also seems to be important. It moderates the link between platform users 
and extremism awareness. It facilitates situational and contextual awareness to define appropriate 
behavior. 
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1. Introduction 
 
 
In this paper, information science (IS) is our first reference to deal with extremism and develop awareness. We suppose that 
information, its exchange, and generation constitute the first key to success. IS provides a clear vision of how information is 
processed, encountered, and used through different aspects: behavioral, social, and psychological (Wang et al., 2020). The 
use of IS against extremism has been the subject of previous research, and many perspectives deal with the antecedents of 
extremism.  Artificial intelligence (AI), or machine learning, is used to identify misinformation and ensure assistance, but 
cannot replace humans in terms of reflection or judgment (Ferrara et al., 2016), and information credibility (Rubin, 2019).  
Algorithms are also used, but show bias (Obermeyer et al., 2019). Social networks have also been adopted for students to 
learn about extremism and identify how these technologies work in this context (Head et al., 2020). In general, and despite 
the advantages of IS, it seems that the human aspect through interaction and real exchange is still essential.   
 
Thus, our objective is the development of an extremism mindset: extremism awareness oriented and generated by AI, assuring 
reliable exchange, along with a human presence to maximize extremism immunity. Four main variables are adopted and 
analyzed to understand how they interact to generate a decision against extremism and prevent its effects.  
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The first, and key, variable in our model is the artificial intelligence network (AIN). According to Gregor et al. (2021), AI is 
a determinant tool to enable products, services, or platforms to generate added value for the consumer. Raisch and Krakowski 
(2020) demonstrate that the use of AI is becoming increasingly ambitious, by combining a variety of technologies in functional 
domains. Additionally, AI through machine learning presents a new approach to decision-making as a business task (Finlay, 
2017). This study focuses on positive decisions against extremism. Another crucial aspect of AI in this research context is its 
ability to support knowledge and stimulate knowledge sharing. The capacity of AI to transfer knowledge between AI systems 
is an interesting subject of discussion in the literature (Buchtala & Sick, 2007; Pratt, 1992; Pan & Yang, 2009; Shultz & 
Rivest, 2000).  Tyukin et al. (2018) argue that many technical ideas have been explored to achieve and define AI knowledge 
transfer. To reinforce this idea, we added the network effect to AI to explain dynamics and interactions and valorize human 
presence in such processes. A network can contribute to the creation of shared values through multi-sided exchange and direct 
connection among users (individuals or groups) (Gregory et al., 2020). The effect reached by the use of a network is widely 
discussed in the existing literature. We can find direct and indirect effects (McIntyre & Srinivasan, 2017).  Direct effects are 
extracted from the value generated by direct interaction between users (Zhu & Iansiti, 2012; Rochet & Tirole, 2003). Indirect 
effects relate to increasing product value by stimulating the use of the correspondent product as well as the valorization of its 
complements (Boudreau, 2012; Clements & Ohashi, 2005; Church et al., 2008). Based on this brief analysis, we adopt an AIN 
to explain knowledge exchange, its continuity, and especially the added value generated through this interactive process. To 
evaluate this variable, we adopt the same dimensions discussed by Shi et al. (2020). 
 
The second variable in our model is social intelligence (SI). This concept is associated with the ability to act wisely in human 
relations by understanding and managing humanity (Thorndike, 1920, cited by Garg et al., 2020). Marlowe ((1986), cited by 
Garg et al., 2020), presents SI as the ability to understand the behaviors, thoughts, and feelings of ourselves and others in 
specific social circumstances. Based on our literature review, three dimensions of SI are adopted and analyzed: social aware-
ness (SA), which helps to understand situations appropriately (Goleman, 2006); social skills (SS), which promotes interaction 
with others (Agran et al., 2016); and social information processing (SIP), which is relevant to the cognitive and behavioral 
process of individual responses (Garg et al., 2020). The third variable is emotional intelligence (EMO), related to the percep-
tion of existent elements to understand meanings and eventual future evolution (Thatcher, 2014). To evaluate these variables, 
three levels are discussed: cognition, application, and perception (Thatcher, 2014). In other words, EMO depends on individ-
ual capacity to perceive, conceptualize, and apply a level of extremism awareness, here based on knowledge created and 
shared through an AIN. The fourth and last variable in this research is represented by extremism awareness, guaranteed 
through the development of a “healthy” mindset against extremism.  
 
The final output of our research is the definition of a primary flow chart for an extremism awareness platform. According to 
Leung et al. (2017), platforms accommodate and generate a lot of information about activities and have become relevant 
marketing platforms in the case of Twitter and Facebook (Urbaniak et al., 2022). For our proposed platform, this would be 
knowledge “advertising” against extremism as an idea and practice.  
 
To summarize, the general idea adopted in this paper is that when a person is confronted with a situation which deals with 
extremism in any form, they can join this AIN and be assisted and oriented to prevent the development of a militant extremism 
mindset. However, this first step cannot be automatic; it requires both emotional and social intelligence to facilitate the com-
munication process and the integration of this virtual automized discussion forum via AIN.   
 
This paper is structured as follows: the introduction has examined the concept of AINs to identify how they can generate and 
regulate the knowledge exchange required for the development of awareness. The definition of an AIN for extremism aware-
ness (AINEA) was presented and detailed at the end of this first section, along with an explanation of social intelligence and 
situational awareness. Section 2 follows with the development of the research hypothesis. In Section 3, we discuss how our 
variables interact, and provide details about our methodology, with results in Section 4. Section 5 concludes by developing 
the flow chart of the extremism awareness platform and its utility. 
 
2.  Theoretical model and hypothesis 
 
2.1. Artificial intelligence networks 
 
AI is considered a basic tool, enabling platforms to generate a mutual-user value (Gregory et al., 2020; Russo et al., 2021). It 
facilitates navigation services and the circulation of data collected about and by users, to ensure continued improvement and 
predictions of situations (Gregory et al., 2020). AI facilitates the learning process through data collected, digital traces left by 
users, and interconnections with people, things, and organizations (Raisch & Krakowski, 2020).  In this research, we use an 
AIN to amplify the learning effect through AI.  Networks give rise to, assist, facilitate and stimulate value creation based on 
multi-sided exchange and direct connections among individuals and/or groups of users (Gregory et al., 2020; McIntyre and 
Srinivasan, 2017). Direct relates to interaction between users (Zhu & Iansiti, 2012), and indirect relates to the mass effect of 
the total number of users on the platform (Boudreau, 2012). In this sense, AINs support not only connectivity between users, 
but also the availability of useful information and data to achieve the best matches and enable informed decision-making 
(Chen & Horton, 2016). 
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AIN platforms permit analysis and collection of corresponding data in real-time to improve matching possibilities, providing 
information and enriching mutual experiences by sending messages and notifications for intelligent recommendations for 
adaptation and changes (Rosenblat, 2018). To explain our conception of AIN platforms, we refer to platform AI capability, 
which is the ability of any platform to conduct information and continuously learn from data (Assumption 1). Fig. 1 synthe-
sizes the internal function and conception of the AIN platform applied to our research. To operationalize this platform requires 
the development of some key factors or mechanisms to achieve the required level of data and maximize decisions between 
users. Below, we detail each mechanism and its effect on extremism “immunity”: 
 

- Predictability is the ability to generate information and data about future events and, consequently, provide the best 
recommendations for future action (Agrawal et al., 2018). Here, we are talking about preventing extremist behavior 
based on different kinds and flows of information.  

- Computations to make accurate and fast predictions (Agrawal et al., 2018). The war against extremism is urgent, and 
time is still very determinant in urgent events or accidental circumstances.    

- Speed of prediction minimizes the time between a change in network structure and its reaction. Platforms must be 
able to make instantaneous predictions to anticipate changes or problems.   

- Accuracy of prediction: as discussed below, the platform collects data from the network and can reshape interactions 
between users according to users' needs. At this point, we are talking about trained prediction in a smarter and more 
adaptative way and include the transaction feasibility and trust level of the platform (Afuah, 2013). This experimental 
process can reduce extremism by defining critical indicators of eventual radical ideas, behavior, or thoughts.  

- Data quantity: this is a critical input to calibrate and train decision making based on distribution of information 
toward an external approach to prediction. Having a large amount of information from different users with different 
approaches can affect the reflexive process against extremism. Positive influence becomes more important with a 
greater impact and redundancy.  

- User-centric design: this involves applying the appropriate design to get closer to others and better identify and 
understand needs (Verganti, 2008). Understanding real and urgent user needs permits us to design a service or solu-
tion to more closely meet expectations, desires, and habits (Gabriel et al., 2015), satisfy them and avoid slippage. In 
addition, this can encourage people to express their needs through personal data and feedback. Once satisfied, they 
will no longer seek help elsewhere or be vulnerable to dangerous influences.   

- Performance expectancy: this is defined as the level and degree to which users believe in help or gain from using the 
platform (Venkatesh et al., 2003). The successful effort against extremism will be shared through the platform to 
give a clear vision of its objectives and mission. A greater number of users recognizing the platform as useful also 
increases performance expectancy.  

- Effort expectancy or free effort (Venkatesh et al., 2003): Easier platform use promotes uptake. Access to the platform 
must be simple. Users looking for assistance or advice against extremism are welcomed at any time and under any 
circumstances.  

- Personal data use: directly related to platform legitimation, this concerns the manner and tools for collecting, sharing, 
and storing personal user data (Suchman, 1995). 

 

Considering the above, we defined different concepts to provide a constructive approach for an extremism awareness platform 
based on the use of an AIN. A flow chart of this platform, as well as its functions and levels, is presented in Fig. 1. 
 

H1. AINs positively and significantly impact extremism awareness.  
 

 
Fig. 1. A primary conception of AINEA platform Source: Our literature review 
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2.2. Social intelligence (SI) 
 
According to Thorndike (2021), SI is the ability to manage and understand others in order to act and interact intelligently in 
relationships. It is also the ability to understand the environment in which individuals live and how to react in certain situations 
to achieve successful social outcomes (Sadiku et al., 2019; Ebrahimpoor et al., 2013). A recent approach to SI associates it 
with the cognitive ability to manipulate the masses and to communicate not only for social purposes, but also for individual 
and personal success (Coman et al., 2021). In general, it is admitted that people with SI can adjust their behavior to social 
changes and take flexible decisions by adopting certain mechanisms (Bereczkei, 2018; Yunani, 2022). Developing SI permits 
the creation of a collaborative culture mindset, which positively affects the generation of innovative behavior (Rahim, 2014). 
This is an evolving and adaptative concept that permits people to sustain appropriate behavior and decisions. Some research 
considers SI a skill used to read others' emotions and act desirably while respecting others’ values, norms, and rules (Hedlund 
and Sternberg, 2000). In general, we admit that SI belongs to the practical kind of intelligence (Sternberg, 2002). According 
to the main objective of this research, we adopted the definition of Rahim (2014), which seems to be more exhaustive and 
practical for our research interests. Here, SI is directly related to the awareness of determinant social situational contexts to 
challenge and deal effectively with social events, while considering emotional states and feelings to maintain and build posi-
tive relationships appropriately. To evaluate SI, four dimensions were adopted according to the recommendations of Rahim 
et al. (2018) and Rahim (2014): situational response, situational awareness, social skills, and cognitive empathy. Situational 
awareness is the ability to get appropriate information to formulate and diagnose problems, understand situations and their 
effect on others, select the most suitable strategy and resolve the problem (Albrecht, 2007).  Situational response is the ability 
of service providers to explore information collected and make decisions to achieve and accomplish their desired results 
(Kaukiainen et al., 1999). Cognitive empathy is the personal ability to recognize other people’s intentions, thinking, and 
feelings, and adopt another person's way of thinking when making decisions (Decety, 2015). Social skills are the competence 
to communicate and speak in a convincing manner which involves what, when, and how to say something. Such skills permit 
us to build and maintain positive relationships and avoid conflict.  Based on this analysis, and regarding the definition of AINs 
and their utility, we can suppose that: 
 
H2.  AINs positively and significantly affect the development of social intelligence.  
 

2.3. Radicalization and violent extremism (RVE) 
 

Radicalization is the process of adopting social, political, and religious ideation that causes violent acts against members or 
groups, to engender a specific new behavior or change (Doosje et al., 2016; Demunter et al., 2019). The corresponding process 
of promoting and adopting extremist beliefs to advance violence is called violent radicalization, due to its critical effect on 
religion and society (Alcalá et al., 2017). Recently, this phenomenon has gained importance. It leads to terrorism and nega-
tively affects societal stability and security (Doosje et al., 2016; Campelo et al., 2018) through the deterioration of intra- and 
inter-group relations, as well as increasing polarization between religious, ethnic, and national groups (Doosje et al., 2016). 
On a personal level, extremism causes negative and violent mental health (Rousseau, 2015; Alcalá et al., 2017). This has a 
corresponding direct and negative effect on the national economy (Frey et al., 2007). To limit and stop the development of 
such a dangerous process, many studies have tried to underline mechanisms (Borum, 2012; King and Taylor, 2011; Doosje et 
al., 2016), sources, and drivers (Soliman et al., 2016; Lösel et al., 2018). However, it seems that this effort is not enough to 
limit and prevent such a process. An additional line of recent and complementary research has emerged, focusing on the 
cultural, educational, and psychological aspects of extremist behavior (Costello et al., 2016). Nowadays, there is a consensus 
that extremism and radicalization depend especially on mindset, and a predisposition for extremist behavior can be found in 
all humans (Stankov et al., 2018). Therefore, studying the potential for radicalization and extremism in a greater range of the 
population can provide new recommendations and insights to avoid extremism, protect society and develop a high level of 
extremism awareness (Stankov et al., 2019). This is what we call extremism "immunity", because it deals with the foundation 
of this process to embed ideas, feelings, and behavior against extremism and radicalization in a large number of people across 
all social categories.  
 

H3. Social intelligence positively and significantly affects extremism awareness. 
 

2.4. Emotional intelligence (EMO) 
 

This term was introduced in 1985 by Payne Wayne Leon, and relates to creative ways to deal with pain, fear, and desire. As 
an ability, EMO permits people to be aware of and examine their and others' feelings and emotions with an ultimate objective: 
shaping and reshaping the behaviors and thoughts of others (Salovey & Mayer, 1990; Wand & Zhang, 2020). People with 
higher EMO possess the skill to know themselves very well and to recognize the emotions of others (Serrat, 2017; Castillo et 
al., 2021). In this case, emotions are treated as information to help individuals to understand and behave in their social context 
(Salovey and Grewal, 2005), to determine how to react, and especially to improve information memorization for the long term 
(Radil & Pinos, 2019; Choerudin, 2016). Success in EMO means a person can control and understand their feelings to identify 
what is important for all (Marín et al., 2019; Chankoson & Thabhiranrak, 2019; Arrivillaga et al., 2020). 
 
H4. EMO moderates the effect of AINs on extremism awareness. 
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Fig. 2. Conceptual model 

 
3. Methodology  
 
A quantitative approach was adopted for the hypothesis test. Data were collected based on a questionnaire conceived accord-
ing to existing literature. A pre-test was conducted to verify the face and content validity of the research instrument, especially 
remembering that respondents would have different profiles, intellectual levels and attributes. After this, the questionnaire 
was distributed to 500 respondents, both professional and non-professional. The respondent profiles are detailed and discussed 
in Section 3.1. The data collected were treated in two different steps: exploratory and confirmatory approaches. The first step 
was performed with SPSS 16.0 to verify the robustness of the measures used and the suitability of the items for each construct. 
This was a purification process used to explore the implicit composition and the multidimensionality of the variables, as 
defined and presented in the conceptual model of research. The second step detailed the hypothesis test according to the SEM 
(structural equation model) approach for mediation and moderating effect using PLS-SEM. This was an iterative process 
between variables, as well as in the robustness of the structural model. Three hypotheses relating to the mediating effect of 
SI, and one hypothesis for the moderating effect of EMO between AINs and extremism awareness, were tested and detailed. 

 
3.1. Sample and data  
 
The majority of studies about radicalization and extremism indicate that young individuals (up to 30 years old), particularly 
late teens or adolescents, are highly susceptible and vulnerable to extremism and radicalization (Campelo et al., 2018; Silke, 
1998; Petrović & Stakić, 2018). It seems that the self-uncertainty and fragile identity of people in this age group (Hogg et al., 
2011) make them sensitive, so they seek to identify with groups offering strong directives and boundaries which, most of the 
time, include engagement in violence and radical ideology (Ellis & Ellis, 2017). Two main groups of participants were in-
volved: professionals and non-professionals.  Professionals include social workers, teachers, police, and youth workers. This 
group had to be integrated because they are in general aware of and understand the risk of extremism, as well as preventive 
measures available against extremism to break away from its ideology. Non-professionals are represented by school-age chil-
dren and young people, or anyone who could be targeted by extremist ideas. We collected 500 questionnaires over two months. 
To facilitate data collection, the questionnaire was administered online by Google Forms, with a voluntary choice to respond 
or not. All personal information collected was kept confidential with total anonymity.  
 
3.2. Measures  
 
The questionnaire items used to evaluate different dimensions are detailed in Table 1. Each item was measured using a 5-
point Likert scale. The full list of questionnaire items is illustrated in Appendix 1. 
 
Table 1 
Items and references 

Dimension Variable Item number Reference 
Situational awareness (SA)  Social intelligence  3 Rahim (2014)  

Rankovsky et al. (2019) 
 

Situational response (SR) 4 
Social skills (SS) 4 
Cognitive empathy (CE) 4 
Network centrality (NC) Artificial intelligence network  3 Shi at al. (2020) 
Network scale (NS) 4 
Relationship strength (RS) 4 
Relationship stability (RST) 4 
Reciprocity (R) 4 
Emotional awareness (EA)  Emotional Intelligence  6 Abu-Ajaj (2014) 

  Emotional management (EM) 7 
Social emotional management (SEM) 7 
Motivational dimension (MD) 6 
Militant extremist mindset (MEM) 
 

Extremism Awareness 24 Stankov et al. (2010) 

Artificial intelligence 
network 

Social intelligence 

Extremism awareness 

Emotional intelligence 
H4 
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4. Results and discussion  
 
4.1. Mediating role of social intelligence 
 
PLS-SEM using SmartPLS 3.0 software was adopted for the hypothesis test, due to the complex structure of our research 
model, as well as the existence of direct and indirect relationships. Here, the measurement model had to be evaluated before 
the treatment of the structural model.  
 
4.1.1. Evaluation of measurement model  
 
To evaluate the corresponding measurement model, reliability assessment, convergent validity, and discriminant validity were 
calculated. The corresponding results are detailed in Tables 2-4. 
 
Table 2 
Convergence validity and reliability indexes  

Cronbach's Alpha rho A 
CE 0.724 0.796 
MEM 0.739 0.797 
NC 0.793 0.741 
NS 0.705 0.732 
R 0.824 0.837 
RS 0.767 0.782 
RST 0.760 0.773 
SA 0.728 0.796 
SR 0.740 0.764 
SS 0.765 0.788 

 
Table 3 
Discriminant validity: Latent construct correlation (Fornell-Larker criterion)  

CE MEM NC NS R RS RST SA SR SS 
CE 0.665 

         

MEM -0.280 0.692 
        

NC 0.422 -0.429 0.716 
       

NS 0.314 -0.481 0.406 0.632 
      

R 0.263 -0.138 0.188 0.171 0.807 
     

RS -0.119 -0.014 -0.119 -0.088 -0.087 0.759 
    

RST 0.289 -0.195 0.281 0.212 0.719 -0.035 0.761 
   

SA -0.319 0.573 -0.449 -0.524 -0.179 0.056 -0.226 0.641 
  

SR 0.394 -0.526 0.471 0.480 0.206 0.007 0.299 -0.617 0.637 
 

SS 0.494 -0.339 0.495 0.347 0.282 -0.118 0.336 -0.480 0.555 0.765 
 
Table 4 
Discriminant validity: Heterotrait–monotrait ratio (HTMT)  

CE MEM NC NS R RS RST SA SR SS 
CE 

          

MEM 0.349 
         

NC 0.719 0.528 
        

NS 0.471 0.537 0.821 
       

R 0.362 0.164 0.293 0.257 
      

RS 0.213 0.148 0.170 0.154 0.113 
     

RST 0.403 0.208 0.443 0.287 0.895 0.113 
    

SA 0.716 0.733 0.564 0.881 0.317 0.128 0.408 
   

SR 0.679 0.553 0.912 0.709 0.322 0.132 0.485 0.289 
  

SS 0.773 0.328 0.741 0.399 0.336 0.147 0.421 0.847 0.849 
 

 

 

4.1.2. Evaluation of structural model 
 

The structural model was evaluated through the following steps:  
 

1. Collinearity assessment between constructs: Table 5 shows the absence of multi-collinearity between constructs. Indeed, 
the VIF statistic did not exceed the threshold of 5 for all variables. Table 5 also shows kurtosis and skewness values between 
-1 and +1, which indicates no violation of normality assumptions of the sample data. 
 
2. Predictive relevance of the model: indicated by the percentage of variance explained for each regression of the model. 
Croutsche (2002) indicates that the model is significant if the R2 is greater than 0.1. Chin (1998) states that R2 values of 0.67, 
0.33, and 0.19 can be considered substantial, moderate, and low respectively. The quality of each structural equation can also 
be assessed by the Stone-Geisser (Q2) coefficient, which must be greater than 0. The mediator R2 coefficient is 0.426 for 
MEM, 0.335 for CE, 0.343 for SA, 0.342 for SR, and 0.299 for SS, so we can assert that these values are more than satisfactory. 
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Table 5  
Means, standard deviation, kurtosis, skewness, and VIF   

No. Mean Standard Deviation Excess Kurtosis Skewness Factor Loading  
r1 5.000 3.743 0.980 -0.142 -0.598 0.703 
r2 6.000 3.603 0.874 -0.296 -0.268 0.718 
r3 7.000 3.501 0.861 -0.165 -0.234 0.762 
r4 8.000 3.668 0.915 -0.045 -0.412 0.791 
rst1 9.000 3.791 0.955 -0.103 -0.501 0.705 
rst2 10.000 3.701 0.982 0.005 -0.543 0.711 
rst3 11.000 3.592 0.926 -0.110 -0.416 0.721 
rst4 12.000 3.725 0.973 -0.366 -0.438 0.784 
rs1 13.000 2.876 1.069 -0.787 -0.003 0.759 
rs2 14.000 2.745 1.090 -0.748 0.071 0.722 
rs3 15.000 2.734 1.016 -0.459 0.207 0.722 
rs4 16.000 2.583 1.099 -0.834 0.122 0.706 
ns1 17.000 3.211 1.323 -0.148 -0.294 0.728 
ns2 18.000 3.381 1.171 -0.671 -0.434 0.767 
ns3 19.000 2.949 1.223 -0.008 0.056 0.744 
ns4 20.000 2.855 1.310 -0.237 0.100 0.714 
nc1 21.000 2.895 1.361 -1.252 0.001 0.769 
nc2 22.000 3.609 1.226 -0.383 -0.762 0.703 
nc3 23.000 3.662 1.197 -0.052 -0.900 0.735 
ce1 24.000 3.005 1.322 -0.208 0.018 0.705 
ce2 25.000 2.835 1.357 -0.252 0.144 0.780 
ce3 26.000 3.363 1.174 -0.609 -0.521 0.708 
ce4 27.000 3.295 1.152 -0.815 -0.242 0.788 
ss1 28.000 3.368 1.165 -0.722 -0.347 0.716 
ss2 29.000 3.488 1.190 -0.571 -0.551 0.733 
ss3 30.000 3.526 1.143 -0.569 -0.520 0.706 
ss4 31.000 3.679 1.208 -0.607 -0.639 0.703 
sr1 32.000 3.685 1.163 -0.233 -0.766 0.755 
sr2 33.000 2.617 1.270 -0.890 0.441 0.726 
sr3 34.000 3.466 1.183 -0.618 -0.488 0.706 
sr4 35.000 3.463 1.191 -0.546 -0.596 0.747 
sa1 36.000 3.525 1.154 -0.420 -0.620 0.708 
sa2 37.000 3.226 1.321 -0.101 -0.240 0.765 
sa3 38.000 3.250 1.305 -0.091 -0.292 0.716 
mem1 39.000 2.770 1.381 -0.210 0.217 0.738 
mem2 40.000 2.936 1.480 -0.430 0.113 0.745 
mem3 41.000 2.546 1.374 -0.075 0.444 0.766 
mem4 42.000 3.144 1.208 -0.035 -0.390 0.773 
mem5 43.000 2.821 1.220 -0.131 0.079 0.761 
mem6 44.000 3.046 1.485 -0.402 -0.139 0.756 
mem7 45.000 2.299 1.341 -0.099 0.525 0.760 
mem8 46.000 2.933 1.179 -0.867 -0.003 0.732 
mem9 47.000 3.193 1.148 -0.630 -0.252 0.709 
mem10 48.000 2.967 1.219 -0.734 -0.028 0.749 
mem11 49.000 2.623 1.424 -0.108 0.400 0.787 
mem12 50.000 2.619 1.388 -0.202 0.301 0.705 
mem13 51.000 3.018 1.382 -0.236 -0.091 0.713 
mem14 52.000 2.479 1.329 -0.066 0.396 0.785 
mem15 53.000 2.528 1.334 -0.881 0.567 0.791 
mem16 54.000 2.707 1.304 -0.019 0.427 0.808 
mem17 55.000 3.166 1.272 -0.112 -0.207 0.706 
mem18 56.000 2.789 1.391 -0.137 0.084 0.858 
mem19 57.000 3.175 1.323 -0.076 -0.230 0.795 
mem20 58.000 3.268 1.329 -0.075 -0.323 0.761 
mem21 59.000 3.260 1.339 -0.064 -0.278 0.776 
mem22 60.000 3.297 1.387 -0.130 -0.329 0.767 
mem23 61.000 3.062 1.426 -0.266 -0.147 0.761 
mem24 62.000 3.142 1.393 -1.208 -0.223 0.705 
ea1 63.000 2.835 1.357 -1.252 0.144 0.958 
ea2 64.000 3.363 1.174 -0.609 -0.521 0.793 
es3 65.000 3.295 1.152 -0.815 -0.242 0.780 
es4 66.000 3.368 1.165 -0.722 -0.347 0.761 
ea5 67.000 3.488 1.190 -0.571 -0.551 0.703 
ea6 68.000 3.526 1.143 -0.569 -0.520 0.728 
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Table 5  
Means, standard deviation, kurtosis, skewness, and VIF (Continued)  

No. Mean Standard Deviation Excess Kurtosis Skewness Factor Loading  
em1 69.000 3.679 1.208 -0.607 -0.639 0.755 
em2 70.000 3.685 1.163 -0.233 -0.766 0.733 
em3 71.000 2.617 1.270 -0.890 0.441 0.707 
em4 72.000 3.466 1.183 -0.618 -0.488 0.712 
em5 73.000 3.463 1.191 -0.546 -0.596 0.773 
em6 74.000 3.525 1.154 -0.420 -0.620 0.711 
em7 75.000 3.226 1.321 -0.101 -0.240 0.703 
sem1 76.000 3.250 1.305 -0.091 -0.292 0.718 
sem2 77.000 2.770 1.381 -0.210 0.217 0.762 
sem3 78.000 2.936 1.480 -0.430 0.113 0.791 
sem4 79.000 2.546 1.374 -0.075 0.444 0.705 
sem5 80.000 3.144 1.208 -0.035 -0.390 0.711 
sem6 81.000 2.821 1.220 -0.131 0.079 0.721 
sem7 82.000 3.046 1.485 -0.402 -0.139 0.784 
md1 83.000 2.299 1.341 -0.099 0.525 0.759 
md2 84.000 2.933 1.179 -0.867 -0.003 0.722 
md3 85.000 3.193 1.148 -0.630 -0.252 0.722 
md4 86.000 2.967 1.219 -0.734 -0.028 0.706 
md5 87.000 2.623 1.424 -0.108 0.400 0.728 
md6 88.000 2.619 1.388 -0.202 0.301 0.867 
md7 89.000 3.018 1.382 -0.236 -0.091 0.844 

 
3. Structural model path coefficients: due to the non-parametric nature of PLS modeling, estimation was achieved using 
resampling techniques (bootstrap) that gave confidence intervals. The Stone–Geisser (Q2) test indicates the predictive ability 
of the independent variables. Data show that all independent constructs have results higher than 0, specifically: 0.287 for 
MEM, 0.213 for CE, 0.326 for SA, 0.324 for SR, and 0.228 for SS, which demonstrate the strong predictive capacity of our 
model.  Coefficients were estimated by the partial leased squares method, detailed in Table 6. Fig. 3 represents the path 
diagram.   
 

 
Fig. 3. Results of the structural model 
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Table 6 
Significant testing results of the structural model path coefficients  

Original Sample (O) Sample Mean (M) P Values Hypotheses tested 
NC → MEM -0.154*** -0.155 0.001 H1 
NS → MEM 0.190*** 0.180 0.005 H2 
R → MEM 0.002 0.001 0.486 H3 
RS → MEM -0.058* -0.055 0.088 H4 
RST → MEM -0.002 -0.001 0.484 H5 
SA → MEM 0.319*** 0.308 0.001 H6 
CE → MEM -0.016 -0.014 0.360 H7 
SR → MEM -0.191*** -0.197 0.000 H8 
SS → MEM 0.066 0.069 0.098 H9 
NC → SA -0.272*** -0.258 0.001 H10b 
NC → SR 0.310*** 0.312 0.000 H10c 
NC → SS 0.368*** 0.370 0.000 H10d 
NC → CE 0.312*** 0.300 0.001 H10a 
NS → CE -0.134* -0.114 0.052 H11a 
NS → SA 0.392*** 0.361 0.008 H11b 
NS → SR -0.316*** -0.297 0.003 H11c 
NS → SS -0.129** -0.117 0.026 H11d 
R → CE 0.116** 0.112 0.037 H12a 
R → SA -0.034 -0.033 0.250 H12b 
R → SR -0.005 -0.006 0.464 H12c 
R → SS 0.089** 0.090 0.046 H12d 
RS → CE -0.058 -0.058 0.115 H12d 
RS → SA -0.017 -0.012 0.328 H13a 
RS → SR 0.077* 0.074 0.055 H13b 
RS → SS -0.051 -0.056 0.125 H13c 
RST → CE 0.089* 0.084 0.077 H14a 
RST → SA -0.049 -0.048 0.174 H14b 
RST → SR 0.157*** 0.157 0.002 H14c 
RST → SS 0.142*** 0.142 0.003 H14d 

*** ,** and * denotes statistical significance, respectively, at the 1%, 5% and 10% level. 
 
As shown in Table 6, three factors influence significantly and negatively the militant extremism mindset (MEM): NC, RS, 
and SR. This supposes that network centrality, as well as relationship strength and situational response, decreases the devel-
opment of a militant extremism mindset. In this sense, we can conclude that collaborative and strong communication is re-
quired to limit the effect of extremist ideas or influences. The manner of response seems to be the most determinant aspect of 
social intelligence in this case (SR = -0.319). This is a preventive approach, according to which we can prepare different users 
for potential extremism threats, and enable them to identify with 'intelligence' the different aspects of the threats, by sharing 
corresponding knowledge and information. Network scale (NS) and situational awareness (SA) show a direct positive and 
significant impact on MEM. In other words, a reduced network scale makes situational awareness difficult, misunderstood, 
and vulnerable. However, this effect is more important for NC, which impacts SA significantly and negatively. Wide com-
munication is determinant to reduce MEM. Information must be intensive, exchanged, and generated throughout the network 
process. All these conclusions confirm the necessity and utility of the platform.   
 
Table 7 
Hypothesis test 

Hypothesis Results 
Social intelligence mediatizes the effect of NC on MEM Supported  
Social intelligence mediatizes the effect of R on MEM Supported only for cognitive empathy (CE) and social skills (SS) 
Social intelligence mediatizes the effect of RS on MEM Supported for SR (situational response) 
Social intelligence mediatizes the effect of RST on MEM Supported for CE, SS, and SR 

 
Regarding the effects of network centrality (NC) on SR, SS, and SE, it appears to be significant and positive. However, the 
impact on SA seems to be negative and statistically significant.  This indicates that the mediating role of the four variables 
related to social intelligence is valid for NC. Based on the results of the estimates, the reciprocity (R) variable exhibits positive 
and statistically significant effects on the two mediator variables CE and SS (related to social intelligence), with respective 
values of 0.116 and 0.089. At this level, only the mediating effect of CE and SS between R and MEM is validated. Reciprocity 
generated by an AIN is supported by cognitive empathy and social skills to reduce MEM. Information and ideas mutually 
exchanged can limit the effect of extremism, if a reflexive and logical process is adopted to respond appropriately and intel-
ligently to extremism cognitive threats. In the same context, the RS variable shows a positive and statistically significant 
effect only on SR. This indicates that only the mediating role of SR is valid for RS and MEM. 
 
Finally, regarding the effect of relationship stability (RST), it appears that its influence is significant and positive on CE, SS 
and SR. 
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4.2. Moderator effect of emotional intelligence  
 
Fig. 2 presents a simple path model of the moderating effect by PLS-SEM, where the moderator variable EMO affects the 
relationship between AIN and MEM. To evaluate this moderating effect, we adopted a process based on the appreciation of 
the multiplicator term (Baron & Kenny, 1986; Hayes, 2013). The moderator effect is captured by p3, which is equal to the 
interaction between the moderator variable (EMO) and the exogenous variable (MEM).  The ultimate task is to estimate the 
effect of this interaction variable on the endogenous variable, following Eq. (1) (Jaccard & Turrisi, 2003): 
 

1 2 3. . .( . )MEM c p AIN p EMO p EMO AIN ε= + + + +    (1) 
 

 
 
 
  
  

 
 

 
 

 
Fig. 4. Simple moderator model (Hair et al., 2017) 

 
MEM represents the endogenous construct; AIN represents the exogenous construct and EMO is the moderator variable. 
AIN*EMO represents the interaction term. p3 is the coefficient that estimates the moderating effect of the variable EMO, p1 is 
the coefficient that estimates the direct effect of AIN on MEM, p2 denotes the estimated direct effect of EMO on MEM, c is 
the constant, and ε is the error term. The final effect of AIN on MEM is estimated by (p1 + p3 *EMO), based on the PLS-SEM 
method. In this study, we used the two-stage approach to calculate the multiplicator term because it is more effective (Little 
et al., 2006).  Tables 8-11 present the estimation result using PLS-SEM: 
 

Table 8 
Regression analysis considering the moderating effect of EMO 

 Original Sample Sample Mean P Val-
EA → MEM -0.051 -0.027 0.269 
EA_NC → 0.000 -0.001 0.980 
EA_NS → -0.005 -0.003 0.657 
EA_R → MEM -0.036 -0.004 0.350 
EA_RS → -0.009 -0.000 0.488 
EA_RST → 0.033 0.014 0.294 
EM → MEM -0.045** -0.044 0.031 
MD → MEM 0.536*** 0.537 0.000 
NC → MEM 0.017 0.008 0.431 
NS → MEM -0.039*** -0.041 0.002 
R → MEM 0.002 0.000 0.893 
RS → MEM -0.016 -0.005 0.356 
RST → MEM -0.004 -0.003 0.792 
SEM → MEM 0.620*** 0.619 0.000 

 

Table 9 
Regression analysis considering the moderating effect of EM  

Original Sample Sample Mean P Val-
EA → MEM -0.047 -0.029 0.255 
EM → MEM -0.050** -0.048 0.019 
EM_NC → -0.020 -0.013 0.326 
EM_NS → 0.001 0.001 0.927 
EM_R → MEM -0.020 -0.008 0.392 
EM_RS → -0.000 -0.000 0.969 
EM_RST → 0.017 0.014 0.295 
MD → MEM 0.537*** 0.538 0.000 
NC → MEM 0.022 0.011 0.363 
NS → MEM -0.040*** -0.041 0.002 
R → MEM 0.001 -0.000 0.953 
RS → MEM -0.016 -0.004 0.355 
RST → MEM 0.002 0.002 0.890 
SEM → MEM 0.619*** 0.618 0.000 

 

*** ,** and * denotes statistical significance, respectively, at the 1%, 5% and 10% level.  
 

Table 10 
Regression analysis considering the moderating effect of MD  

Original Sample Sample Mean P Val-
EA → MEM -0.049 -0.027 0.132 
EM → MEM -0.050*** -0.048 0.008 
MD → MEM 0.534*** 0.534 0.000 
MD_NC → -0.007 -0.005 0.305 
MD_NS → -0.016* -0.015 0.072 
MD_R → MEM -0.024 -0.009 0.180 
MD_RS → -0.005 -0.000 0.303 
MD_RST → 0.014 0.011 0.178 
NC → MEM 0.019 0.009 0.186 
NS → MEM -0.034*** -0.035 0.003 
R → MEM -0.003 -0.002 0.433 
RS → MEM -0.018 -0.004 0.159 
RST → MEM 0.006 0.006 0.364 
SEM → MEM 0.619*** 0.619 0.000 

 

Table 11 
Regression analysis considering the moderating effect of SEM  

Original Sample Sample Mean P Val-
EA → MEM -0.049 -0.030 0.132 
EM → MEM -0.052*** -0.050 0.005 
MD → MEM 0.536*** 0.538 0.000 
NC → MEM 0.022 0.011 0.177 
NS → MEM -0.040*** -0.041 0.001 
R → MEM -0.004 -0.003 0.395 
RS → MEM -0.020 -0.004 0.138 
RST → MEM 0.004 0.003 0.399 
SEM → MEM 0.622*** 0.619 0.000 
SEM_NC → -0.017 -0.010 0.158 
SEM_NS → 0.004 0.003 0.369 
SEM_R → MEM -0.012 -0.005 0.254 
SEM_RS → 0.005 0.001 0.319 
SEM_RST → 0.007 0.007 0.313 

 

*** ,** and * denotes statistical significance, respectively, at the 1%, 5% and 10% level.  
 

 

EMO 

MEM AIN 

P2 P3 

P1 
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The results indicate that:  
 
- Only the moderating effect of MD is valid for network scale (NS). The effect of variable MD*NS on MEM appears to 

be negative and statistically significant. 
- The SEM and MD variables show positive direct effects on the MEM variable. 
- EMO has a direct negative effect on the MEM variable. 
 
As we can see, emotional intelligence is very important to limit the militant extremism mindset. This relates to the wish to 
protect everyone exposed to extremism influences, especially for social emotional management and the motivational dimen-
sion. The war against extremism depends on individual effort (emotional, social and educational). To make young people 
aware of extremism and its negative effects is not enough; awareness must be reinforced with effective assistance to protect 
them, identify their needs and provide them with appropriate support. Young people can also become more capable of avoiding 
extremist manipulation by developing emotional awareness and management. In our research, we confirm that emotional 
intelligence can decrease and limit the effect of new technologies in the development of radicalization and extremism, through 
artificial intelligence network platforms. This process combines two complementary sides, human and technical, against ex-
tremism. Extremism “immunity” depends on a “healthy” mind, aware of the causes, factors and effects of extremism at a 
personal, social and economic level.  
 
5. Conclusions and implications  
 
In this paper, we aimed to define the principals and mechanisms of an artificial intelligence network for an extremism aware-
ness platform (AINEA), to raise extremism awareness and develop what we call extremism “immunity”. 
 
Our conceptual model was based on the complementarity between social intelligence, emotional intelligence, artificial intel-
ligence networks and the militant extremism mindset. The present research contributes to enrich understanding of the micro 
foundational relationship between SI, EMO and MEM. Our results support the positive impact of SI on extremism awareness 
through the use of AINs. They also support the positive and significant association between EMO, MEM and AINs, which 
explains how people with EMO competence can resist extremism. Thus, our study confirms that SI and EMO are the main 
and primary sources of a collective awareness against extremism, especially if supported by AINs to exchange and disseminate 
useful information. In the same vein, this interdependence can increase the collective efficacy of group members. Hence, 
people with high SI, especially situational response and situational awareness, are able to combat extremism if appropriate 
advice is shared and available. This study can be considered one of the first to combine these variables as a solution against 
extremism. We expect that the different interrelationships tested here will encourage policymakers to adopt such empirical 
consequences within society.  
 
5.1. Theoretical and managerial implications 
 
It seems that we have made considerable progress in adopting and understanding the role of artificial intelligence in combat-
ting extremism. This study illustrates the need for a constructive approach and experimental designs of the utility of EMO 
and SI, to generate a healthy mindset against extremism. Added to this, our research contributes by presenting an advanced 
approach to artificial intelligence which uses at the same time, both automations to deal with extremism threats, and human 
assistance, to maximize an innovative approach on the “war” against extremism. The quantitative approach adopted for the 
hypothesis test identified the robustness of different relationships identified through the literature review for the definition of 
a critical pathway. It is evident that artificial intelligence networks will be able to interconnect and exchange knowledge about 
extremism (definition, mechanisms, experiences, impacts, feelings) to develop cognitive resistance reinforced by a metacog-
nition effort through social intelligence, to develop concrete behavior against extremism, and protect society, young people, 
and future generations from extremism in Saudi Arabia. 
 
References  
 
Abu-Ajaj, M. (2014). The Relationship between the Level of Emotional Intelligence and the Level of Use of Social Commu-

nication Network among High School Students in the Area of Beersheba [master thesis]. Amman Arab University, Am-
man, Jordan. 

Afuah, A. (2013). Are network effects all about size? The role of structure and conduct. Strategic Management Journal, 34(3), 
257-273. 

Agran, M., Hughes, C., Thomas, C. A., & Scott, L. A. (2016). Employment Social Skills: What Skills Are Really Valued? 
Career Development and Transition for Exceptional Individuals, 39(2), 111-120. 

Agrawal, A., Gans, J., & Goldfarb, A. (2018). Prediction Machines: The Simple Economics of Artificial Intelligence. Boston, 
MA: Harvard Business Review. 

Alcalá, J., Ureña, J., Hernández, Á., & Gualda, D. (2017). Event-Based Energy Disaggregation Algorithm for Activity Mon-
itoring from a Single-Point Sensor. IEEE Transactions on Instrumentation and Measurement,  66(10), 2615-2626. 



 352 

Arrivillaga, C, Rey, L., & Extremera, N. (2020), Adolescents’ problematic internet and smartphone use is related to suicide 
ideation: Does emotional intelligence make a difference? Computers in Human Behavior, 110, 106375. 

Bereczkei, T. (2018). Machiavellian Intelligence Hypothesis Revisited: What Evolved Cognitive and Social Skills May Un-
derlie Human Manipulation. Evolutionary Behavioral Sciences, 12(1), 32-51. 

Borum, R. (2012). Radicalization into Violent Extremism I: A Review of Social Science Theories. Journal of Strategic Secu-
rity, 4(4), 7-36. 

Boudreau, K. J. (2012). Let a thousand flowers bloom? An early look at large numbers of software app developers and patterns 
of innovation. Organization Science, 23, 1409–1427. 

Buchtala, O., & Sick, B. (2007). Basic technologies for knowledge transfer in intelligent systems, in IEEE Symposium on 
Artificial Life, ALIFE’07 (Honolulu, HI), 251–258. 

Campelo, N., Oppetit, A., Neau, F., Cohen, D., & Bronsard, G. (2018). Who are the European youths willing to engage in 
radicalisation? A multidisciplinary review of their psychological and social profiles. European psychiatry: the journal of 
the Association of European Psychiatrists, 52, 1-14. 

Castillo, C.,   Fernandez, V., & Lordan, O. (2021). A Markovian-based simulation model for the evolution of employees’ 
emotional states during an organizational change. Polish Journal of Management Studies, 23(1), 119-135. DOI: 
10.17512/pjms.2021.23.1.08 

Chankoson, T., & Thabhiranrak, T. (2019). The moderating role of brand awareness between the relationship of emotional 
attachment, brand relationship and positive word of mouth. Polish Journal of Management Studies,  20(1), 129-138. DOI: 
10.17512/pjms.2019.20.1.11   

Chen, D. L., & Horton, J. J. (2016). Research Note—Are Online Labor Markets Spot Markets for Tasks? A Field Experiment 
on the Behavioral Response to Wage Cuts. Information Systems Research, 27(2), 403-423. 

Chin, W. W. (1998). The Partial Least Squares Approach to Structural Equation Modeling. Modern Methods for Business 
Research, 2, 295-336. 

Choerudin, A. (2016). The effect of emotional intelligence on job performance and turnover intention: an empirical study. 
Polish Journal of Management Studies, 14(1), 51-62. DOI: 10.17512/pjms.2016.14.1.05 

Church, J., Gandal, N., Krause, D., & Canada, B. (2008). Indirect Network Effects and Adoption Externalities. Review of 
Network Economics, 7(3), 337-358. 

Clements, M., & Ohashi, H. (2005). Indirect network effects and the product cycle: Video games in the U.S., 1994–2002. 
Journal of Industrial Economics, 53, 515–542. 

Coman, C., Andrioni, F., Ghita, R-C., & Bularca, M. C. (2021). Social and Emotional Intelligence as Factors in Terrorist 
Propaganda: An Analysis of the Way Mass Media Portrays the Behavior of Islamic Terrorist Groups. Sustainability, 
MDPI, 13(21), 1-20. 

Costello, M., Hawdon, J., Ratliff, T., & Grantham, T. (2016). Who views online extremism? Individual attributes leading to 
exposure. Computers in Human Behavior, 63, 311-320. 

Croutsche, J-J. (2002). Étude des relations de causalité: Utilisation des modèles d'équations structurelles (approche méthodo-
logique). La Revue des Sciences de Gestion: Direction et, 198, 81-98. 

Decety, J. (2015). The neural pathways, development and functions of empathy. Current Opinion in Behavioral Sciences, 3, 
1-6. 

Demunter, H., Kuey, L., Raballo, A., Gorwood, P., Frydecka, D., & Dom, G. (2019). A systematic review on the relationship 
between mental health, radicalization and mass violence. European Psychiatry, 56, 51–59. 

Doosje, B., Moghaddam, F. M., Kruglanski, A. W., de Wolf, A., Mann, L., & Feddes, A. R. (2016). Terrorism, radicalization 
and de-radicalization. Current Opinion in Psychology, 11, 79–84. 

Ebrahimpoor, H., Zahed, A., & Elyasi, A. (2013). The study of relationship between social intelligence and organizational 
performance (case study: Ardabil regional water company’s managers). International Journal of Organizational Leader-
ship, 2, 1-10. 

Ellis, B. H., & Ellis, B. H. (2017). Building community resilience to violent extremism through genuine partnerships. Ameri-
can Psychologist Journal, 72, 289–300. 

Ferrara, E., Varol, O., Davis, C., Menczer, F., & Flammini, A. (2016). The Rise of Social Bots. Communications of the ACM, 
59. 10.1145/2818717 

Finlay, S. (2017). Artificial Intelligence and Machine Learning for Business: A No-Nonsense Guide to Data Driven Technol-
ogies (Third Edition). Publisher: Relativistic 

Frey, B. S., Luechinger, S., & Stutzer, A. (2007). Calculating tragedy: assessing the costs of terrorism. Journal of Economic 
Survey, 21, 1–24. 

Gabriel, Y., Korczynski, M., & Rieder, K. (2015). Organizations and their Consumers: Bridging Work and Consumption. 
Organization, 22(5), 629-643. 

Garg, N., Jain, A., & Punia, B. K. (2020). Gratitude, social intelligence, and leadership among university teachers: mediation 
and moderation analysis. International Journal of Organizational Analysis, 29(2), 368-388. 

Goleman, D. (2006). Social intelligence: The new science of human relationships. Bantam Books. Random House Large Print, 
2006 - Psychology - 691 pages. 

Gregory, R. W., Henfridsson, O., Kaganer, E., & Kyriakou, S. H. (2020). The role of artificial intelligence and data network 
effects for creating user value. Academy of Management Review, 46(3), 534–551. 



R. Wided and A. A. Alfalih  / International Journal of Data and Network Science 7 (2023) 353

Head, A., Fister, B., & MacMillan, M. (2020). Information literacy in the age of algorithms: Student experiences with news 
and information and the need for change. San Francisco: Project Information Research Institute. Retrieved from: 
https://www. projectinfolit.org/uploads/2/7/5/4/27541717/algoreport.pdf (17/06/2022) 

Hedlund, J., & Sternberg, R. (2000). Too many intelligences? Integrating social, emotional, and Intelligence: Theory, Devel-
opment, Assessment, and Application at Home, School, and in the Workplace. Jossey-Bass: San Francisco, CA.  

Hogg, M. A., Siegel, J. T., & Hohman, Z. P. (2011). Groups can jeopardize your health: identifying with unhealthy groups to 
reduce self-uncertainty. Self Identity, 10, 326–335. 

Jaccard, J., & Turrisi, R. (2003). Interaction effects in multiple regression (2nd ed.). SAGE Publications, Inc. New York 
University, USA. 

Kaukiainen, A., Bjorkqvist, K., Lagerspetz, K., Osterman, K., Salmivalli, C., Rothberg, S., & Ahlbom, A. (1999). The rela-
tionships between social intelligence, empathy, and three types of aggression. Aggressive Behavior, 25(2), 81-89. 

King, M., & Taylor, D. (2011). The Radicalization of Homegrown Jihadists: A Review of Theoretical Models and Social 
Psychological Evidence. Terrorism and Political Violence, 23(4), 602-622.  

Leung, X.,  Bai, B., & Erdem, M. (2017). Hotel social media marketing: a study on message strategy and its effectiveness. 
Journal of Hospitality and Tourism Technology, 8, 00-00. 10.1108/JHTT-02-2017-0012.  

Lösel, F., King, S., Bender, D., & Jugl, I. (2018). Protective factors against extremism and violent radicalization: a systematic 
review of research. International Journal of Development Sciences, 12, 89–102. 

Marín, A. G., Pan, L. P., & Guirao, I. d. J. A. (2019). Emotional Intelligence and Work Performance in the Air Force: An 
Empirical Study. Revista de Pensamiento Estratégico y Seguridad CISDE,  4, 67–89. 

McIntyre, D., & Srinivasan, A. (2017). Networks, platforms, and strategy: Emerging views and next steps. Strategic Manage-
ment Journal, 38, 141-160. 

Obermeyer, Z., Powers, B., Vogeli, C., & Mullainathan, S. (2019). Dissecting racial bias in an algorithm used to manage the 
health of populations. Science, 366(6464), 447-453.  

Pan, S. J., & Yang, Q. (2009). A Survey on Transfer Learning. IEEE Transactions on Knowledge and Data Engineering, 
22(10), 1345-1359. 

Petrović, P., & Stakić, I. (2018). Extremism Research Forum Serbia Report. Retrieved from https://www.britishcoun-
cil.rs/sites/default/files/erf_report_serbia_2018.pdf (17/06/2022). 

Pratt, D. (1992). Conceptions of Teaching. Adult Education Quarterly, 42(4). 203-220. 
Radil, S. M., & Pinos, J. C. (2019). Reexamining the Four Waves of Modern Terrorism: A Territorial Interpretation. Studies 

Conflicts and Terrorism, 1–20. 
Rahim, A., Civelek, I., & Liang, F. (2018). A process model of social intelligence and problem-solving style for conflict 

management. International Journal of Conflict Management, 29(4), 487-499. 
Rahim, M. (2014). A structural equations model of leaders’ social intelligence and creative, creativity and innovation man-

agement, 23(1), 44-56 
Raisch, S., & Krakowski, S. (2020).  Artificial Intelligence and Management: The Automation-Augmentation Paradox. Acad-

emy of Management Review,1-48. 
Rankovsky, M., Birknerova, Z., Zbihlejova, L., Kumar, A., & Marwah, N. (2019). Social intelligence in the cultural context: 

comparison of Indian and Slovak managers. Organizational Psychology, 9(3), 8-19. 
Rochet, J-C., & Tirole, J. (2003). Platform Competition in Two-Sided Markets. Journal of the European Economic Associa-

tion, 1(4), 990-1029. 
Rosenblat, A. (2018). Uberland: How Algorithms Are Rewriting the Rules of Work. University of California Press: Califor-

nia. Second Edition 
Rousseau, N. (2015). La pédagogie de l'inclusion scolaire (Third Edition). Presses Universitaires du Québec: Québec. 
Rubin, D. L. (2019). Artificial Intelligence in Imaging: The Radiologist's Role. Journal of American College of Radiology, 9, 

1309-1317.  
Russo, P. A., Duradoni, M., & Guazzini, A. (2021). How self-perceived reputation affects fairness towards humans and arti-

ficial intelligence. Computers in Human Behavior, 124, 106920. 
Sadiku, M. N. O., Alam, S., & Musa, S. M. (2019). Social Intelligence: A Primer. International Journal of Research, 7, 213–

217. 
Salovey, P., & Grewal, D. (2005). The Science of Emotional Intelligence. Current Directions of  Psychological Sciences, 14, 

281–285. 
Salovey, P., & Mayer, J. D. (1990). Emotional Intelligence. Imagination Cognition and  Personality, 9, 185–211. 
Serrat, O. (2017). Knowledge Solutions: Tools, Methods, and Approaches to Drive Organizational Performance. Springer 

Nature Open (online). 
Shi, G., Ma, Z., Feng, J., Zhu, F., Bai, X., & Gui, B. (2020). The impact of knowledge transfer performance on the artificial 

intelligence industry innovation network: An empirical study of Chinese firms. PLoS ONE, 15(5),1-22. 
Shultz, T., & Rivest, F. (2000). Knowledge-based Cascade-correlation, in proceedings of the IEEE-INNS-ENNS International 

Joint Conference on Neural Networks IJCNN 2000, Como, Italy, 6, 1-7 
Silke, A. (1998). Cheshire-cat logic: the recurring theme of terrorist abnormality in psychological research. Psychology of 

Crime and Law, 4, 51–69. 
Soliman, A., Bellaj, T., & Khelifa, M. (2016). An integrative psychological model for radicalism: evidence from structural 

equation modeling. Personality and  Individual Differences, 95, 127–133. 



 354 

Stankov, L., Knežević, G., Petrović, B., Mededović, J., & Lazarević, L. (2019). Militant extremist mindset in post-conflict 
regions of the Balkans. Journal Deradicalization, 19, 185–218. 

Stankov, L., Knežević, G., Saucier, G., Radović, B., & Milovanović, B. (2018). Militant extremist mindset and the assessment 
of radicalization in the general population. Journal of Individual Differences, 39, 88–98. 

Stankov, L., Saucier, G., & Knežević, G. (2010). Militant extremist mindset: proviolence, vile world, and divine power. Psy-
chology Assess, 22, 70–86.  

Sternberg, R. J. (2002). Cultural Explorations of Human Intelligence Around the World. Online Readings in Psychology and 
Culture, 4(3), 1-13. 

Suchman, M. C. (1995). Managing legitimacy: Strategic and institutional approaches. The Academy of Management Review, 
20(3), 571–610 

Thatcher, J. (2014). Living on fumes: Digital footprints, data fumes, and the limitations of spatial big data. International 
Journal of Communication, 8, 1765–1783. 

Thorndike, E. L. (1920). Intelligence and its use. Harper’s Magazine, 140, 127–135. Available online: https://harpers.org/ar-
chive/1920/01/intelligence-and-its-uses/ (accessed on 14 July 2021). 

Tyukin, I.Y., Gorban, A.N., McEwan, A.A., & Meshkinfamfard, S. (2018). Blessing of dimensionality at the edge. Information 
Sciences, 564, 124-143 

Urbaniak, R., Ptaszyński, M., Tempska, P., Leliwa, G., Brochocki, M., &  Wroczyński, M. (2022). Personal attacks decrease 
user activity in social networking platforms. Computers in Human Behavior, 126, 106972. 

Venkatesh, V., Morris, M. G., Davis, G. B., & Davis, F. D. (2003). User acceptance of information technology: Toward a 
unified view. MIS quarterly, 425-478.  

Verganti, R. (2008). Design, Meanings, and Radical Innovation: A Metamodel and a Research Agenda. Journal of Product 
Innovation Management, 25(5), 436-456. 

Wang, S., & Zhang, D. (2020). The impact of perceived social support on students’ pathological internet use: The mediating 
effect of perceived personal discrimination and moderating effect of emotional intelligence, Computers in Human Behav-
ior, 106, 106247 

Wang, Y., Tian, L., Guo, L., & Huebner, E. S. (2020). Family dysfunction and adolescents' anxiety and depression: a multiple 
mediation model. Journal of Applied Development and Psychology, 66, 101090. 

Yunani, A. (2022). Exploring the social norms nexus–youth participation, effective leadership, institutional cooperation and 
social capital in SMEs. Polish Journal of Management Studies, 25(2), 411-422. DOI: 10.17512/pjms.2022.25.2.26  

Zhu, F., & Iansiti, M. (2012). Entry Into Platform-Based Markets. Strategic Management Journal, 33(1), 88-106. 
 
Appendix 1 
 
Social intelligence dimensions  
Situational awareness (STW) 

STW1: I often feel that it is easy to understand others’ choices. 
STW2: People rarely surprise me with the things they do. 
STW3: I find people predictable. 

Situational response (STR) 
STR1: I can use my behavior to persuade people to do for me what I want. 
STR2: If I want, I know how to use others for my own benefit. 
STR3: I know how to persuade others to take my side. 

Social skills (SK) 
SK1: I deal with problems without demeaning those who work with me. 
SK2: I negotiate and manage conflict with tact and diplomacy with others. 
SK3: I interact appropriately with a variety of people. 
SK4: I am good at becoming acquainted with people and being involved in new social circles. 

Cognitive Empathy (CE) 
CE1: I know what an individual is thinking. 
CE2: I understand the moods of people. 
CE3: I understand people’s feelings transmitted through nonverbal messages. 
CE4: I know when people disguise their true feelings. 

 
Artificial Intelligence Network  
Network centrality (NC) 

NC1: Platform users are dominant in the cooperation network.  
NC2: The cooperative process between platform users can only be accomplished by the participation of all participants.  
NC3: Users can transfer information to other entities without relying on additional persons.  

Network scale (NS) 
NS1: Number of users on network. 
NS2: Number of professional and non-professional users in the network.  
NS3: Number of regulatory institutions in the network.  
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NS4: Number of intermediaries, such as consulting and social assistance, in the network. 
Relationship strength (RS) 

RS1: Frequency of communication between user and another in the  network.  
RS2: Frequency of communication between professional and non-professional users in the network.  
RS3: Frequency of communication between users and regulatory institutions in the network. 
RS4: Frequency of communication between user and intermediary (such as social assistance) in the network.  

Relationship stability (RST) 
RST1: Duration of cooperation between user and another in the  network.  
RST2: Length of cooperation between professional and non-professional users in the network.  
RST3: Length of cooperation between users and regulatory institutions in the network. 
RST4: Length of cooperation between user and intermediary (such as social assistance) in the network.  

Reciprocity (R) 
R1: All users in the network exchange their confidential information with each other.  
R2: All users in the network fulfill their commitments to each other.  
R3: When the opportunity arises, users and their partners in the network will not take advantage of each other.  
R4: Different partnerships in the network trust each other. 

Emotional Awareness (EA)  
EA1: I find it difficult to understand others’ nonverbal messages. 
EA2: I am aware of my emotions that I live and experience. 
EA3: I am aware of the nonverbal messages that I send to others.  
EA4: I am aware of the nonverbal messages sent by others. 
EA5: I can distinguish my negative and positive feelings and their impact on me.  
EA6: I can express and talk about my emotions easily. 

Emotional Management (EM)  
EM1: I can control myself when I’m angry. 
EM2: I can easily forget my negative feelings. 
EM3: I feel that I can accomplish my work with patience.  
EM4: I can shift my negative feelings to positive ones when necessary. 
EM5: I can control my feelings under all circumstances. 
EM6: I can be calm under any circumstances. 
EM7: I am calm when I do any work. 

Social Emotional Management (SEM)  
SEM1: I try not to hurt the feelings of others. 
SEM2: I feel the needs of others. 
SEM3: I feel bad when I hurt others.  
SEM4: Others see that I am sensitive to their emotional needs. 
SEM5: I sympathize with people because I feel their feelings. 
SEM6: People feel that I am sensitive to their feelings and what happens to them.  
SEM7: I can solve problems and conflicts between others. 

Motivational Dimension (MD) 
MD1: My feelings guide me to how to deal with others. 
MD2: When I am in a positive mood, I can come up with new ideas.  
MD3: When I feel a change in my emotions, I tend to come up with new ideas. 
MD4: I use my positive emotions to guide my life. 
MD5: I can change my emotions depending on the situation.  
MD6: I use my good mood to keep going and face obstacles.  

 
Militant Extremism Mindset (MEM) 

1. We should never use violence as a way to try to save the world.  
2. Armed struggle is the only way that youths can redeem themselves and their society.  
3. All problems can be solved through negotiations and compromise.  
4. Killing is justified when it is an act of revenge.  
5. If violence does not solve problems, it is because there was not enough of it.  
6. The only way to teach a lesson to our enemies is to threaten their lives and make them suffer.  
8. War is the beginning of salvation. 
9. Those who claim to be against the use of any form of force are on their way to becoming slaves.  
10. A good person must avoid killing any living human being.  
12. Modernism have overstepped moral bounds and no longer have a right to rule.  
14. The world is headed for destruction.  
15. Our people are in danger, everybody is trying to divide us and hurt us.  
16. The present-day world is vile and miserable.  
17. Only an idiot would go into a challenging situation expecting help from a divine power.  
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18. Those who obey heaven will receive beautiful rewards.  
19. I do not believe in life after death.  
20. Martyrdom is an act of a true believer in the cause, not an act of terrorism.  
21. All suffering in this life is small in comparison to the eternal pleasures one will receive after death.  
22. Our family members are decent people.  
24. At a critical moment, divine power will step in to help people. 
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